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Compliance Management System

The ultimate responsibility for compliance with all statutes and regulations resides with the board of directors (board).

A compliance management system (CMS) is how an institution:

- learns about its compliance responsibilities;
- ensures that employees understand these responsibilities;
- ensures that requirements are incorporated into business processes;
- reviews operations to ensure responsibilities are carried out and legal requirements are met; and
- takes corrective action and updates tools, systems, and materials as necessary.

The regulators generally agree that an effective CMS is commonly comprised of seven interdependent elements:

- Board and senior management oversight
- Compliance program structure
- Policies and procedures
- Compliance audit/reviews
- Internal controls
- Training
- Response to consumer complaints (CFPB addition)

When these are properly developed and work together, an institution will successfully manage its compliance function.

When they are not strong or don’t work together, an institution will likely fail to comply with federal consumer protection laws and regulations, which may result in civil monetary penalties, litigation, and formal enforcement actions. It can even result in criminal actions. (e.g., OFAC, BSA, Reg. E, Legal Lending Limit, Reg. Y (Bank Holding Company Act)).

**Board and management oversight**

The board and senior management are responsible for:

- Developing and administering a CMS
- Periodically reviewing the effectiveness of the CMS
The board and management must be committed to maintaining an effective CMS and encouraging compliance. Some of things the board can do to demonstrate its commitment and encouragements are:

- communicating clear and unequivocal expectations about compliance;
- adopting clear policy statements;
- appointing a compliance officer with authority, independence, and accountability;
- allocating resources to compliance functions commensurate with the level and complexity of the institution's operations;
- conducting periodic compliance audits;
- providing for recurrent reports by the compliance officer to the board; and
- timely taking corrective action to address weaknesses

The board and senior management set the tone. If it isn’t important to the board and senior management or if they don’t communicate clear and unequivocal expectations to the bank’s personnel and third party providers, it is unlikely that the daily functions of the bank’s employees and third party providers will reflect the necessary degree of importance.

**Consumer Compliance Program Structure**

The first action the board and senior management must take in creating a CMS, is to appoint a qualified compliance officer with the authority, independence, and accountability to do the job. In addition to or instead of appointing a compliance officer, a bank might appoint a compliance committee made up of staff from each department and at least one member of the board or senior management. A compliance committee can be a good fit for some of the smallest community banks whose size makes it impractical to have a single person responsible for compliance. Having a compliance committee can assist in communicating to staff that compliance is everyone’s job. The very smallest banks might even share a compliance officer. Regardless of which approach a bank takes, responsibilities and accountability must be clearly defined. (Another suggestion to communicate the fact that the person holding the position of compliance officer isn’t solely responsible for compliance at the bank is changing the title of the “compliance officer” to something like “compliance manager.”)

The size and complexity of a bank is an important element in determining the appropriate and adequate structure of the consumer compliance program. The board and senior management must give the compliance officer or compliance committee the authority and independence to:

- cross departmental lines;
- have access to all areas of the institution’s operations; and
- effect corrective action.
The compliance officer must have knowledge and understanding of all consumer protection laws and regulations that apply to the bank. The compliance officer needs to have knowledge of the operations of the bank and needs to cross departmental lines to communicate with every department. Those departments must keep the compliance officer informed of any changes to products, services, business practices, personnel, etc. that might require risk management.

Typically, the CMS will be formal and in writing to act as an essential source document to serve as a training and reference tool for all employees. The formality of the program will be determined by many factors, including:

- institution’s size, number of branches, and organizational structure;
- business strategy of the institution (e.g., community bank versus regional; retail versus wholesale bank);
- types of products;
- location of the institution—its main office and branches; and
- other influences, such as whether the institution is involved in interstate or international banking.

A small bank may not have a written program, but it must have an effective monitoring system to assure overall compliance. Regardless of the size of the bank, a written program can be a lifesaver when the bank experiences staff turnover or expansion.

**Policies and procedures**

No bank can operate an effective CMS without policies and procedures in place. Policies contain goals and objectives of the bank, and the corresponding procedures set out how the bank will meet those goals and objectives. It is difficult to imagine a policy that wouldn’t include a compliance component and many compliance laws and regulations require policies and procedures. By assuring that policies are comprehensive and fully implemented, the board and senior management simultaneously communicate their expectations and commitment to compliance.

Generally speaking, the more complex the transaction, the more complex the procedures must be. Procedures provide personnel with guidance to enable them to complete transactions in accordance with law and regulations. Procedures may include regulatory cites, definitions, forms, and instructions.

Having written policies and procedures is not as important as having effective policies and procedures. It would be better to have unwritten policies and procedures that were effective than to have ineffective written policies and procedures. Writing down the goals and objectives of the bank and how the bank will meet those goals and objectives does little good if they are
not consistently communicated and performed. Make sure that staff is using them daily. Do not write them down and forget them.

In small banks, many established goals, objectives and procedures are not reduced to writing, but are instead effectively communicated and performed on a regular basis. Although this may work in some instances, the board and senior management must be aware that written policies and procedures are often required, are more likely to be followed, and are useful when a bank expands or suffers staff or management turnover.

Compliance audit/reviews

A compliance audit helps management and staff identify compliance risks and ensure ongoing compliance with laws and regulations. The audit can be done either in-house or by a third party. If the audit is performed in-house, it must be done by personnel who are independent of the area and transactions being audited. Small banks may opt for third party audits because they find it difficult to find employees who are both qualified to perform the audit and are truly independent. Audits cannot replace a bank’s internal and continuing monitoring system. The board must determine the scope and frequency of audits. In determining the scope and frequency, the board should consider factors such as:

- expertise and experience of various institution personnel;
- organization and staffing of the compliance function;
- volume of transactions;
- complexity of products offered;
- number and type of consumer complaints received;
- number and type of branches;
- acquisition or opening of additional branch(es);
- size of the institution;
- organizational structure of the institution;
- outsourcing of functions to third party service providers;
- degree to which policies and procedures are defined and detailed in writing; and
- magnitude/frequency of changes to any of the above.

If a bank chooses to use a third party auditor, it should perform the same due diligence in the selection as it would any other third party vendor. The auditor needs have current and expert knowledge and understanding federal and state laws and regulations. The board should obtain and check the auditor’s references.

When the auditor concludes the audit, a written audit report should be delivered to the board (or a committee of the board) and the compliance officer that includes:
• scope of the audit (including departments, branches, and product types reviewed);
• deficiencies or modifications identified;
• number of transactions sampled by category of product type; and
• descriptions of, or suggestions for, corrective actions and time frames for correction.

The board and senior management shouldn’t delay in its response to the audit report. Management must set up procedure to follow up and verify that corrective actions were taken, effective, and lasting.

Internal controls

Internal controls must be an integral part of the daily operations to assist in mitigating compliance risk. An effective internal control system promotes and validates adherence to policies and procedures, establishes management and staff accountability, and ensures prompt correction of problems. All levels of bank management are responsible for maintaining internal controls.

Internal controls may include:

• Independent reviews of specific functions or tasks
• Segregation of duties to create a system of checks and balances
• Controls over default settings associated with highly automated calculation tools
• Verification of data before a transaction is completed
• Appropriate approvals and authorizations
• Periodic transaction testing and reviews of forms and procedures

Training

To maintain an effective CMS, the board, management, and staff must receive regular training. Line management and staff must receive training in the laws and regulations and the bank’s policies and procedures that affect their specific jobs. The compliance officer is responsible for compliance training and creating a training schedule for directors, management, staff, and third party service providers. The compliance officer will likely create and conduct some of the training in-house. It is unlikely that the compliance officer can create and conduct all of the necessary training. It is imperative that the compliance officer receive training. External training is available from a number of sources, including IBAT.

The board and senior management must be seen as encouraging and supporting training. If instead of the compliance officer, the board and senior management communicate training requirements to line management and staff, there will be less push back and resistance to training offered by the compliance officer.
Compliance training programs must be updated frequently to keep up with changes to laws and regulations, policies and procedures, and business operations of the bank. In house training must contain a periodic assessment component that tests training participants’ knowledge and understanding after they are trained.

**Response to consumer complaints**

This is a section that was added by the Consumer Financial Protection Bureau (CFPB)\(^1\) and must be considered important by all banks, whether or not they are regulated by the CFPB. Responding to consumer complaints is not new, but it is a new element on the regulators’ list of interdependent elements of a CMS. The CFPB is a complaint driven agency and the handling of consumer complaint will be considered very important.

A bank’s board and senior management must ensure that their bank is prepared to handle consumer complaints in a timely manner. Policies and procedures for taking and addressing complaints must be established. The procedures must identify the individuals (or positions) and departments responsible for handling different complaints. All bank personnel must know the policies and procedures in order to expeditiously refer complaints to the correct persons. Persons filing a complaint should be given the name of a single bank staff member who is responsible for their complaint and every time they communicate with the bank, they should communicate with the same person.

To ensure timely and sufficient resolution, the compliance officer must receive copies of all complaints and is responsible for managing the complaint process. The board and senior management must communicate its support and encouragement of the compliant process and of the compliance officer’s management of the complaint process. Once a complaint is resolved, the job isn’t finished. The compliance officer and at least one staff member of the department involved should determine actions to take to avoid further similar complaints. (e.g., improve the bank’s business practice; re-train personnel).

\(^1\) Although the FDIC doesn’t have this as a separate interdependent element of a CMS, it is listed as a subsection of one of the interdependent elements: Compliance program structure.